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DESCRIPTION
Although blockchain has the potential to address the Internet 
of Things’ security and protection issues, it also has its own set 
of security concerns. One of the major questions nearby is how 
to precisely recognise shrewd agreement flaws. To avoid over-
fitting, most existing techniques require large scope informa-
tion backing; AI (ML) models built on limited scope weakness 
information are frequently difficult to create acceptable results 
in brilliant agreement weakness forecast. In any case, gather-
ing authoritative weakness data requires enormous human and 
time resources. This paper proposed an agreement weakness 
expectation technique based on group learning (EL), which relies 
on seven different brain networks involving contract weakness 
information for contract-level weakness recognition.

Seven brain organisation (NN) models were pre-trained using a 
data diagram (IG) of source datasets, and then incorporated into 
a Smart Contract Vulnerability Detection technique in light of In-
formation Graph and Ensemble Learning (SCVDIE). The SCVDIE 
model’s viability was confirmed using an objective dataset made 
of IG, and its results were then compared to static devices and 
seven autonomous information-driven techniques. In the objec-
tive assignment of anticipating brilliant agreement weaknesses, 
the proposed SCVDIE technique has higher exactness and pow-
er than different information-driven strategies, according to the 
confirmation and correlation results.

New developments in information and communication technol-
ogy (ICT) have accelerated the development of the common PC, 
assisting industry in becoming more profitable. In this transition, 
the Internet of Things (IoT) plays a critical role in connecting the 
physical world with the internet. However, the current IoT is 
not appropriate for the business’s needs in terms of protection 
and security. Because of the rapid advancement of blockchain 
technology, the combination of IoT and blockchain is becoming 
increasingly popular among security experts. The review, for ex-
ample, provides a useful examination solution for information 
security moves in the security space. However, while addressing 
IoT security and protection issues, blockchain is still encounter-

ing its own security issues.

In this paper, we propose a novel EL-based approach called En-
semble Learning Based Smart Contract Vulnerability Prediction 
(SCVDIE-ENSEMBLE) for predicting Ethereum savvy contract 
vulnerabilities. CNN, RNN, RCNN, DNN, GRU, Bi-GRU, and Trans-
former were all included in the proposed SCVDIE-ENSEMBLE 
strategy. Each NN has an interesting role to play, allowing SC-
VDIE-ENSEMBLE to improve information usage proficiency while 
presenting inconspicuous data more precisely and effectively. 
We’ve also looked into a novel approach to data organisation 
that can be used for a variety of investigations. With various tri-
als, we have demonstrated the exhibition of SCVDIE-ENSEMBLE..

 SCVDIE-ENSEMBLE has a smaller blunder in order results, ac-
cording to quantitative exploratory results. SCVDIE-typical EN-
SEMBLE’s expectation precision was tentatively shown to be 
preferable to other strategies. The application of the SCVDIEEN-
SEMBLE incorporation technique is then demonstrated in con-
junction with the overall methodology. 

Finally, the commitment of SCVDIE-ENSEMBLE to reducing the 
model’s reliance on enormous datasets, and thus the cost of 
information assortment, is demonstrated in various ways by 
changing the dataset size. We believe that this work represents a 
significant step forward in addressing the challenges of data col-
lection and IoT security. Because the SCVDIE-ENSEMBLE mod-
el, like other NNs, relies on existing learnable elements, we’ll 
focus on breaking this constraint in future work by combining 
the fundamental NN model with other profound learning strate-
gies, such as move discovering that can reach out to comparable 
spaces.
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